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The General Data Protection Regulation (GDPR) 25 May 2018
The NFWI will be issuing full guidance in respect of the GDPR legislation to both federations and WIs. They are currently in discussions with specialist lawyers to ensure that data management at all three levels of the organisation is fully adjusted to the new legislation, in particular the MCS.  Please make sure you are already complying with the current law.
How does the GDPR apply to your WI? Your WI received information regarding Data Protection compliance last year. It is available at MyWI – running a wi – key documents. 
· WIs process personal data about individuals in order to provide membership services and to operate efficiently. Personal data is information that identifies an individual such as: a name, postal address, telephone number, financial details and any opinions expressed about the individual. A photo or a video recording can also constitute personal information. Personal data can be stored electronically in a file or database (e.g. the MCS) but it can also be physically stored in a drawer or cupboard (e.g. WI member details form). The current Data Protection Act (1998) allows WIs to use personal data in line with eight data protection principles. They require that any personal data shall be:

1. used fairly and lawfully
2. used for limited, specifically stated purposes
3. used in a way that is adequate, relevant and not excessive
4. accurate
5. kept for no longer than is absolutely necessary
6. handled according to people’s data protection rights
7. kept safe and secure
8. not transferred outside the European Economic Area without adequate protection

In many ways, the new GDPR is similar to the Data Protection Act (1998). You will now need to be transparent and accountable.
· Can your WI demonstrate that it understands how it is collecting, handling, using and justifying personal information? To be genuinely transparent your WI needs to know:

1.  what personal information you hold, where it came from and who has access to it

2. why you are collecting the personal information, by identifying the lawful basis for the processing. The three most relevant conditions for processing for WIs would be: consent, performance of a contract and legitimate interest.

3. how long you are going to retain it for

4. who you share it with

5. to inform the individual of the above (and make sure this is recorded)

· To be genuinely accountable your WI needs to demonstrate how you comply with the GDPR. One of the most fundamental changes with the GDPR is stricter requirements for personal data that is collected based on consent. For example, if a member gives consent for her photo to be taken, this needs to be recorded, managed and updated.
If you have any questions, please email dataprotection@nfwi.org.uk
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