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Leicestershire & Rutland Federation of Women’s Institutes
Data Protection Policy
	1.


	Elect a Trustee/WI Committee Member to be responsible for Data Protection.  If appointed, this should be the Federation MCS Co-ordinator.



	2
	Monitor the implementation of the Data Protection Policy and maintain by reviewing on a twice-yearly basis (in the so-called ‘MCS months’ – April and October).



	3.
	In addition to twice-yearly monitoring, where difficulties arise, these should be addressed and resolved at the time, where possible.  

All new difficulties, whether resolved or not must be reported to the Trustee or WI Committee Member with responsibility for the Data Protection Policy.



	4.
	All Federation Office staff, Federation MCS Co-ordinator, Trustees, Committee Members, individual WI Presidents, Secretaries, Treasurers and MCS Representatives who have access to sensitive/personal data on behalf of the Members of LRFWI must ensure the security of that data at all times, and manage it in accordance with the Data Protection guidelines issued by NFWI in February 2017 (copy attached hereto).  



	5.
	All involved in handling and managing Members’ sensitive and personal data shall ensure that those Members know which data are held about them, and why they are held.



	6.
	All involved in handling a Members’ sensitive and personal data shall ensure that the data are held in accordance with Member’s explicit wishes.



	7.
	Federation Office / Federation MCS Co-ordinator shall ensure that any new/up-dated Data Protection information is distributed in a timely manner to all involved in handling and managing Members’ sensitive and personal data.



	8.
	Have a complaints procedure for Data Protection issues.





